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C1 SKILL IDENTIFIER REQUEST WORKSHEET 
This form is subject to the Privacy Act of 1974. Disclosure of information is voluntary.  The purpose of the information on this form is to 

assist the selection and award process for the C1 Skill Identifier.  This form is a record of disclosure and will not be shared with unauthorized 
personnel. The proponent agency is the Army Cyber Institute. 

PART I – PERSONNEL DATA 
1. CLDP CADET NAME (Last, First, Middle Initial) 2. SCHOOL 

3. GRADUATION YEAR 4. COMMISSIONING SOURCE 5. LOCAL PROGRAM COORDINATOR NAME

6. EMAIL ADDRESS 7. PROGRAM COORDINATOR EMAIL ADDRESS

8. MAILING ADDRESS 9. PROGRAM COORDINATOR MAILING ADDRESS

10. CLEARANCE DATA.
A. CURRENT SECURITY CLEARANCE (if any) 
TYPE: __________________
DATE: __________________ 
POLYGRAPH DATE (if any): __________________ 

B. DO YOU HAVE ANY HISTORY OF FINANCIAL DELINQUENCY 
(bankruptcy, garnishments, foreclosure, etc.)? 

If yes, explain in the continuation section, page 3 
C. Citizenship D. Marital Status E. Spouse Citizenship 

F. Do you have any reason to believe that you may have difficultly acquiring a Top Secret clearance?            
If yes, use the Continuation Section to provide further details. 

PART II – INSTRUCTIONS FOR THIS WORKSHEET 
11. The Cyber Leader Development Program Worksheet is used to record completion of CLDP requirements for award of the
C1 Skill Identifier. Requirements include:
A. Academic major or minor in a cyber-related discipline such as Computer Science, Information Technology, Electrical 
Engineering, Systems Engineering (with a focus on cyber security), or Mathematical Sciences (with a focus in cryptography 
and discrete mathematics).  Canidates must also be a U.S. citizen and eligible for a Top Secret security clearance.

B. Participation in at least one cyber-related internship opportunity lasting at least three weeks. These include cyber 
security-related internships with the National Security Agency, U.S. Cyber Command, U.S. Army Cyber Command, a private-
sector company, or a public-sector organization or national laboratory such as MIT Lincoln Laboratory.

C. Regular participation in an extracurricular cyber security club or study group for a cumulative two academic years. 
Participation includes attending most meetings or gatherings and attending trips sponsored by these organizations. To 
fulfill this requirement, participants should also help provide content (such as research papers, lab exercises, 
presentations, or software tools) and present classes or research appropriate to the organization.

D. Attend at least one cyber security training opportunity or conference while enrolled in the CLDP program.

E. Participation in a significant cyber security-related capstone project, research paper, or event as part of security studies. 
Examples of such an event include a senior capstone project (either individually or with a group), an honors research 
paper, a large-scale security-focused software project, or a major cyber security exercise or competition.

F. Endorsement of Local Program Coordinator or Professor of Military Science (if they can vouch for the Cadet’s cyber 
expertise). To be awarded an ASI, program coordinators must route this form, along with a letter endorsing each 
candidate, to the Director of the Army Cyber Institute. The endorsement should include a recommendation to the ACI 
Director describing why the candidate would make a good Army cyber leader. Since a solid ethical foundation is required 
for leaders in the cyber domain, this endorsement must include an assessment of the candidate’s moral character.

G. Candidates are encouraged to provide summaries of other activities that support an application, such as certifications, 
professional reading, independent study or research. All will be considered in the holistic assessment of the candidate.

H. Any one item listed above can be substituted for another equivalent requirement at the discretion of the Local Program 
Coordinator, but must be approved by the Army Cyber Institute Director for award of the C1 Skill Identifier.  The intent is 
for candidates to have robust extracurricular exposure to cyber in a variety of scenarios.
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PART III – Academic History and Experience 
12. ACADEMIC MAJOR/MINOR

COMPUTER SCIENCE  INFO TECHNOLOGY    ELECT. ENGINEERING        CYBER MINOR         OTHER  ______________ 
13. Briefly describe how your academic coursework has prepared you to seek the Cyber skill identifier.

14. CYBERSECURITY INTERNSHIP(S). Briefly describe any cyber-related internships you have done to include the sponsoring
agency, duration, and a brief description of the nature of the work conducted during the internship. 

15. CYBERSECURITY CLUBS OR TEAMS. List any cybersecurity clubs or teams you have participated in and the duration and 
nature of your participation.  Briefly list competitions or other events that you participated in as part of this club or team. 

16. CYBERSECURITY TRAINING OR CONFERENCE ATTENDANCE.  List any cybersecurity conferences attended or training
classes taken.  Include the names, dates, and a short description of any conferences and/or training courses. 

17. CYBERSECURITY CAPSTONE EXPERIENCE.  Briefly describe a capstone cybersecurity-related project, research paper,
exercise, or major competition that you have participated in. 
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18. SUBSTITUTIONS.  Please describe any substitutions for the above listed requirements and justify the substitution.

19. CONTINUATION SECTION.  Use this space to describe cyber-related qualifications or experiences not reflected in the 
sections above. 

20. SIGNATURES.  By signing below, CLDP Cadets and Local Program Coordinators are acknowledging that the information 
provided herein is accurate to the best of their knowledge.  Discrepancies will result in a non-award of the C1 Skill Identifier. 
A. DATE    B. CLDP CADET SIGNATURE C. DATE D. PROGRAM COORDINATOR SIGNATURE 
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